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Limitation of Warranties and Liability:

Garmin International, Inc. and its affiliates make no warranties, whether express, implied or
statutory, to companies or individuals accessing Garmin Fleet Management Interface
Control Specification, or any other person, with respect to the Garmin Fleet Management
Interface Control Specification, including, without limitation, any warranties of
merchantability or fitness for a particular purpose, or arising from course of performance or
trade usage, all of which are hereby excluded and disclaimed by Garmin. Garmin does not
warrant that the Specification will meet the requirements of potential Fleet Management
customers, that the Specification will work for all mobile platforms that potential customer
may desire, or that the Specification is error free.

Garmin International, Inc. and its affiliates shall not be liable for any indirect, incidental,
consequential, punitive or special damages for any cause of action, whether in contract, tort
or otherwise, even if Garmin International, Inc. has been advised of the possibility of such
damages.

Warning:

All companies and individuals accessing the Garmin Fleet Management Interface Control
Specification are advised to ensure the correctness of their Device software and to avoid the
use of undocumented features, particularly with respect to packet ID, command ID, and
packet data content. Any software implementation errors or use of undocumented features,
whether intentional or not, may result in damage to and/or unsafe operation of the device.
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This document is meant to serve as an overview of the usage of Garmin’s Fleet Management
Controller. Download it from http://developer.garmin.com/lbs/fleet-management/.



http://developer.garmin.com/lbs/fleet-management/

l. Establishing an FMI connection with FMC

Prerequisite: Device is connected to a computer using an FMI cable, and it has a power supply.

1. Open the Fleet Management Controller. You will get the following prompt: select “No”.

- B
Question? - l‘_]

Would you like to open a log file without connecting to a unit first?

Yes Mo

2. You will then be prompted to choose a COM port through which the connection will be
established. This information can be found in your computer’s Device Manager.

e ==

File Action View Help
= |7 E | HE o ExS
>-@ Batteries COM7 - -

> .18 Computer

Select a Port to Use for Communication:

> & ControlVault Device

:> g Disk drives | I
> B Display adapters Cance' OK

b L} DVD/CD-ROM drives

b ﬂg‘-". Human Interface Devices
> -Cg IDE ATA/ATAPI controllers
b % Imaging devices

i &2 Keyboards

>--ﬂ Mice and other peinting devices

- I Monitors

- &Y Network adapters

> |3 Other devices

473" Ports (COM & LPT)

Y3 ECP Printer Port (LPT1)

Y Intel(R) Active Management Technology - SOL (COM3)
Y3 Prolific USB-to-Serial Comm Port (COME)

Y31 Prolific USB-to-Serial Comm Port (COMT)

Processors

» L 5D host adapters |
[ > i Smart card readers
% S5ound, video and game contrallers I

m

».yM| System devices

fl >--E Universal Serial Bus controllers B




3. You will then be prompted to “Select Features”. Depending on desired functionality, you
may select any of the following checkboxes, and then click “OK”. A discussion of these
features can be found in Section 5.1.2 of the FMI Protocol Spec.

i -
Select Features ﬁ

Chedk features to enable
Gray indicates default behavior

v Unicode Support

Iv ASO7 Support

[ Driver Passwords

[ Multiple Drivers

[~ ACERD Support

[¥ Custom Avoidances Support

Cancel | K, |

4. Provided that the connection is successfully made, you are taken to the main FMC
window. All further operations will start from here.

¢l Fleet Management Controller - A616 Support Mode l = 2
File Tools Help
Monitors Preferences FMI Packet

Manage Stops Change UI Text | Change Com Port | 1D: Send
Waypoints Change Auto-Arrival | Message Throtting | . ’7
ata:
Canned Responses Auto Status Updates | Change Baud Rate |
Canned Messages

Device Info PVT Data

Driver ID and Status
ESN: 3867926637 I Enable PVT Data
View Packet Log Product ID: FIL.I\I'i 2xx7 Series GPS Fix: ,7
Operations S/ Ver: 3.93 Beim
ate:
Send Enable | Protocols Supported:
Ea——— 000 L0O01 AD10 A500 D501 AGOO Time:
end Text Message 500 AGD1 D501 AGD2 D602 AG03
603 AG04 D504 AG0S5 DE05 AGOG I —
ISR RETE 505 AG07 D607 AGDS D08 A0S
609 A611 D611 A612 D612 A613 Lon: —
pessagehete 513 A6 14 D614 A700 D700 AS0D
; 902 AS03 AB04 AS05 D300 ASO7 — ——
FETesE 907 D903 D309 DI10 A0S DI11 G
9120912 A313 D913 A916 AS17 )
GPI Query 917 A919 AS13 Velocity (E/W):

Ping velodity us): [
Delete Data velodty Upr): [
Request ETA 2D Velocity: —

Set Safe Mode ETA Data
Speed Linit Alerts I~ Automatically request ETA everyi 60 seconds
Lat:

Arrival Time: |

Set AOBRD Odometer
Distance: |

% =

Lon: |




Viewing the Packet Log

By opening the packet log, it is possible to view all non-throttled messages sent
between the server and the device. It is beyond the scope of this guide to discuss the
FMI Protocol, which is defined in the specification document. The packet log is quite
useful for debugging purposes, and the packet logs can be saved to a .log document.

-

Packet Log (Window is Resizable)

Select a Packet to View/Resend Its Data: Selected Packet's Data:

Tx: AB04 Open Text Message
R ACK

R¥: ABD4 Open Text Message Receipt
TX: ACK

RX: Text Message Status

TX: ACK

TX: ABO3 Stop

R ACK

RX: Stop Status

TX: ACK

Tx: Stop Status Receipt

R ACK

Viewing: | Current Execution's Packet Log

Search | |
C Up © Down Clear Log | Save As...
Find Mext
nd e View Other | View Current| Close |

Send Enable

If the device-server connection is lost, or if certain features need to be enabled or
disabled, the “Send Enable” button opens the dialog box discussed in section I. The
“Enable” protocol itself is discussed in Section 5.1.2 of the FMI Protocol Definition.

r |
Select Features ﬁ

Check features to enable
Gray indicates default behavior

v Unicode Support
V¥ As07 Support

Iv Driver Passwords
v Multiple Drivers

[~ AOBRD Support

Cancel | oK |




IV. Change COM Port

Should the server use a different COM port to communicate with the device, the port
can be changed through this dialog.

i ™

Select a Port to Use for Communication:

comwo
QK I

Cancel |

V. Device Information

When the connection between the server and the device is established, the device
sends information regarding the protocols it supports, as well as the Serial Number,
the software version, and the product ID. These are described in Sections 5.1.3 and
5.1.4 of the FMI Protocol Definition.

Lo | ]

i Fleet Management Controller - A610 Suppgtk

File Help
—Monitors —————— ~Preferences FMIPacket———————
Manage Stops Change UI Text I Change Com Port | 0: I Send |
Waypaints | Change Auto-Arrival | Message Throtting | - l—
ata:
Canned Responses |
r~ Device Info ~PVT Data
Canned Messages = |—3849586035 ¥ Enable PVT Data
Driver ID and Status | .
Product ID: pnknown (1389) GPS Fix: I—
View Packet Log | SN Ver: F'qu
Date: I
~ Operations Protocols Supparted:
Send Enabl PO00 LOO1 AD10 AS00 D501 AGDD Time: I
end Enanle | D600 ASD1DE01 AGO2 DS02 ASD3
D603 AGD4 DE04 AGDS DE0S AGDG Lot —
Eoudediessane | D606 AG07 D607 AGDS DE0S A0S
W700 D700 AS00 A902 A903 AS04 : I—
Lon:
SRR | 1305 D300 ASD7 DS07 DSOS DI0Y
D510 AS0B D911 A912 D912 AS13 . . I—
IempebEeE | D313 A915 A17 DI17 AS1S AS1S Qi
File Transfer | Velodty (E/W): I
GPI Query | velodty (N/S): I—
Ping | Velodty (Up/Dn): I
Delete Data | 20 Velodity: I—
Request ETA | —ETA Data
Set Safe Mode | [ Automatically request ETA every 60 seconds
Arrival Time: | 10:55:37 AM lat: |35.713098 @N
Speed Limit Alerts |
Distance:  [4.05km Lon: |78.810875 €W




The ESN, or Electronic Serial Number, can be found on the device under Tools 2>
Settings = System - About - Unit ID. This screenshot is taken from dezI560.

About

Model: dézl 560

Unit ID: 3816065438

Software Version: 3.12 with Long Text Prototype
NTTS: 2011.30

Audio Version: 2.70 (American English-Jill)

GTM: 2.20

* Text Version: 3.12 (American English)

GPS Firmware: 2.89

Bluetooth Firmware: 5.03 A15

ﬁ FMI: 2.7
HOS_FMI: 1.0

Send Text Message

From this dialog box, text messages can be sent from the server to the device.

' -

Send Text Message

Select Protocol: |A6I:|4 - Open Text Message j

Message ID: |
(Enter 0x for Hex Entry)

Message Text:
(200 characters max)

| Display Message Immediately

Cancel

L

Depending on the protocols supported by the server system, different types of text
messages can be sent. The server may also define whether the message is displayed to
the user immediately after it is received.

- Open Text Messages allow the user to respond using either a keyboard or a
“Canned Message”. Canned messages are described in Section X of this
document.



- Canned Response Text Messages require the user to respond using one of the
server-defined “Canned Responses” described in Section 1X. of this document.

-
Send Text Message i

Select Protocol: IAG(M - Canned Response Text Message LI

Message ID: | a
(Enter 0x for Hex Entry)

Message Text: | Will you arrive on time?
(200 characters max)

[ Display Message Immediately i

**Canned Responses will be selected after pressing Send™* L

Cancel | Send I

'S — e — e —

The selected canned responses MUST be present on the device before the message is
sent. Otherwise, an error will occur.

i N

Select Canned Responses

Select the Canned Responses that are allowed for
this message:

Cancel | Ok I
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On the device, the message appears in the Inbox. Clicking on the message will bring
up the message screen.

Nov 14,2012 10:47%

Will you arrive on time?

Then, when the user replies to the message, the canned responses appear.

Select a Reply

yes

unknown

no

The text message protocol is discussed in Section 5.1.5 of the FMI Protocol
Definition.



VII.

VIII.
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Message Status

The server may request the status of a particular message at any time by entering the
message 1D using the following request form.

i T

Request Message Status

Message ID: |
(Enter 0x for Hex Entry)

Cancel | |

The device will respond with “unread”, “read inactive”, “active”, or “not found”,
depending on the state of the message. “Not found” usually indicates that the message
has been deleted by the user. The relevant protocol is discussed in section 5.1.5.2 of

the FMI Protocol Definition.
Message Delete

If the server wishes to force the deletion of a particular message from the device, the
message ID can be specified in the “Request Message Deletion” box. The relevant
protocol is discussed in section 5.1.5.3 of the FMI Protocol Definition.

i N

Request Message Deletion

Message ID: | |
(Enter Ox for Hex Entry)

Cancel | | |
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IX.  Canned Responses

Canned responses are a list of pre-defined responses initialized by the server that
can be displayed as quick replies to the PND user when displaying a text message.
First, a list of canned replies needs to be downloaded from the server to the PND.
On subsequent text messages, the server can specify that one or more of these
replies be displayed to the user.

-

Manage Canned Responses k
Current Canned Responses (Select One to Delete): Delete

1}
1
-2
3
4

s LA R D
[ [

Set Canned Response

Response ID: |
(Dedmal)

Response Text (50 chars Max): Close

Each canned response has a unique ID and associated text. The text of a canned
response can be updated by sending the ID with new text.

.

- B |
Manage Canned Responses

Current Canned Responses (Select One to Delete): Delete

Set Canned Response
Response ID:

(Decmal) | 4 Send
Response Text (50 chars Max): Close
| hello

k =

The relevant protocol is discussed in section 5.1.5.4 of the FMI Protocol Definition.



Canned Messages
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Canned messages are a list of pre-defined messages initialized by the server that can
be displayed as “quick messages” to send to the server. First, a list of canned
messages needs to be downloaded from the server to the PND. The user can then send
these messages at any point to the server. For example, if the driver frequently sends
the same message to the server, it can be defined as a canned message through the
“Canned Message” dialog box. Similar to Canned Responses, these have a unique 1D
and associated text.

-

b

Manage Canned Messages

Current Canned Messages (Select One to Delete):

Delete

1 - En route to destination
2 - Starting Job

Set Canned Message
Message ID: | 3
(Decmal)

Message Text (50 chars Max):

Send

| Job completed

Close

On the device, these messages can be found through Dispatch - Messages = Quick
Message.

s

En route to destination

Starting Job

The relevant protocol is discussed in section 5.1.5.6 of the FMI Protocol Definition.



XI.

Waypoints Change Auto-Arrival | Message Throtting | Data l—
ata.

Managing stops

From this dialog box, the server can perform stop-related operations.

s 5
gity Fleet Management Controller - AB16 Support Mode EI_Ii:—hJ

File Tools Help
Monitors Preferences FMI Packet

)ﬁ“ge Stops Change UI Text | Change Com Port | D: Send

Canned Respanses Auto Status Updates | Change Baud Rate |
Canned Messages

= Device Info PVT Data
Driver ID and Status =5 |73367‘32663? ™ Enable PVT Data
View Packet Log Product ID: Fuuvi 2ux7 Series GPS Fix: ,7
Operations S Ver: 3.93 _
ate:
Send Enable | Protocols Supported:
T 000 L001 AD10 A500 D501 AGOD Time:
end Text Message 600 AGO1 DE01 AGO2 D602 AGD3
503 AGD4 D604 ASDS DEOS A06 Lat: —
CESEGREEIE 606 ASD7 D607 ASD3 D603 A0S
509 AG11D0611 AB12 D612 AG13 Lon: —
SEsmgEbaER 613 AG14 D6 14 A700 D700 AS0D
; 902 AS03 A304 ASDS D900 AS07 N ——
File Transfer 507 D30 D303 D210 ASDS D511 Fliite
912 D912 A913 D913 A9 15 A91T7 )
GPI Query 917 A913 A3 18 Velocity (EW):

Ping Velocity (N/S):
Delete Data Velodty (Up/On):
Request ETA 2D Velocity:
Set Safe Mode ETAData
Speed Limit Alerts [~ Automatically request ETA every 60 seconds
Arrival Time: | lat: |
Set AOBRD Odometer

Distance: | Lon: |

Clicking the “Manage Stops” button brings up the “Stop List” dialog, which lists all
of the stops that are present on a device. By clicking on a stop and using the drop-
down menu, the server can request the status of a stop, activate the stop, delete the
stop, or mark the stop as completed. Also, if destinations need to be in a specific
order, the server can re-order the stops using the “Move Stop” function from the
drop-down menu.

14
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The “Sort Stops” button automatically orders all stops in terms of distance from the
current location.

e
I

Select a stop from the list below to viewfupdate status:

Job 2
Job 3

Selected Stop Status: IUnread Inactive

Update Stop
Sort Stops |
IRequest Status LI
MNew Stop |

Move to position (0-ndexed): I

Close |

To create a new stop, click the “New Stop” button. This brings up the following
dialog box. From here, the server defines the latitude and longitude of the stop, as
well as the unique Stop ID and the name of the stop. Once all of the information has
been filled out, clicking the “Send” button pushes the stop to the device.

e

Stop ID |4|

Location of Stop in Decmal Degrees
(N and E positive, 5 and W negative):

=>North Carolina 687 NW

Latitude I

Longitude I I

Destination Name Message:

—Select Protocol
& AG03 (200 byte limit in name)

~ A802 (51 byte limitin name, no stop status)

¢ Legacy (ASCIT only, 200 byte imit in name, no
stop status)

|
Cancel | Send I




XIl.
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It is also possible to access a custom form from a stop by accessing the stop, tapping
the “Menu” button, and choosing “Forms”. For more on Custom Forms, see section

XXVIIL.

The relevant protocol is discussed in section 5.1.6 of the FMI Protocol Definition.

Request ETA

If there is an active stop on the device, the Estimated Time of Arrival can be queried
by clicking this button. The data will be displayed in the “ETA Data” section of the
main FMC window. If the checkbox is checked, then ETA data will be pulled from

the device once per minute.

gity Fleet Management Controller - AB16 Support Mode

= ] |

File Tools Help
Maonitors
Manage Stops

Waypaints
Canned Responses
Canned Messages

FMI Packet

Change UI Text | Change Com Port | o Send

Change Auto-Arrival | Message Throtting |
Data:
Auto Status Updates | Change Baud Rate |

Preferences

Set Safe Mode

Speed Limit Alerts

Set AOBRD OdomeXgr

= Device Info PVT Data
Driver ID and Status = EHEEE I~ Enable PVT Data
View Packet Log Product ID: Fuuvi 2ux7 Series GPS Fix:
Operations S Ver: 3.93
Date:
Send Enable | Protocols Supported:
———— 000 L001 A010 A500 D301 AGOD Time:
end Text Message 600 AGO1 DE01 AGO2 D602 AGD3
603 AGD4 DE04 A0S DEO05 AGDS Lat:
SR S 606 ASD7 D607 ASD3 D603 A0S
602 AG11 D611 AG12 D612 AG13 Lon: —
Message Delete 613 AG14 D6 14 A700 D700 AS0D
] 902 AS03 AS04 A0S D300 ASOT L —
File Transfer 507 D303 D305 D310 AS08 D311 Fliite
912 D912 A913 D913 AS16 AS1T )
GPI Query 917 A19 AS13 Velocity (EW):
Ping Velodity (N/S):
Delete Data velodity (Up/Dn):
Request ETA 2-D Velodity: ’7

ET
[~ Automatically request ETA every 60 seconds

Arrival Time: | lat: |

Distance: | Lon: |

The relevant protocol is discussed in section 5.1.8 of the FMI Protocol Definition.
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Change Auto-Arrival

The server may define circumstances under which a stop is classified as “completed”.
Distance to the stop and vehicle stop time can be used as parameters. For example, if
the server sets the values to be 200 meters and 30 seconds, then the driver must be
completely stopped within 200 meters of the current stop for at least 30 seconds.

i '1

Change Autc-Arrival

|+ Enable Auto-Arrival (Does not tell present state)

Minimum Stop Time (seconds) 200

Minimum Stop Distance (meters) | 301

Cancel | (04 |

The relevant protocol is discussed in section 5.1.9 of the FMI Protocol Definition.



XI1V. Driver ID and Status
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If not using the AOBRD protocol, the “Driver ID and Status” Dialog box can be used

to define Driver IDs and to create a list of statuses for drivers to choose from.

The ID/status can be server-defined by entering the driver ID (i.e., “John Smith”) or

status (i.e. “en route”), and then clicking “Send”.

=

Driver Index: ,ﬁ
Driver ID
Current: Refresh | Update: Send

[iohn Smith | John Smith
Driver Status

Current: Refresh | Avaliable Statuses:
| Stopped for fuel 1-0nmy way

2 - Stopped for fuel
Select Status on Right to Send
Update Current Status:

Select Status on

Right to Delete: Delets
Add/Update Status

ID (dec): |3 Send

Status: | At the job

Driver Logins | Close |

If using driver passwords, the “Driver Logins” button can be used to access this page,

where the driver ID and required password can be set.

-
Manage Drivers

Current Allowed Drivers (Select One to Delete):

Jane Doe

Set Driver Login

Driver ID: | Jane Doe

Password: | 1234

Set Close

A

The relevant protocol is discussed in section 5.1.12 of the FMI Protocol Definition.



XV.

XVI.
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File Transfer

GPI files can be sent to the device using the “File Transfer” functionality of the FMC.
Navigate to the desired .gpi file, enter the file version number, and then click “OK”.
Transferring the file can take several minutes.

File Transfer

Select File Type:
ot =]

Filz Name:

| BestBuy.api Find

Enter File Version:
(max 16 chars or 32 hex digits {(enter '0x’' for hex) )

K

Cancel | oK |

The relevant protocol is discussed in section 5.1.13 of the FMI Protocol Definition.

GPI File Query

If a file has been sent using “File Transfer”, the file can be queried through the “GPI
Query” dialog.

- -
GPI Query
File Version: |1
File Size: | 144157
Close | Update |
k.




XVII. Delete Data

Using this dialog box, some or all of the FMI information on the device can be
deleted. Disabling FMI will restart the device and remove all data. This is not a
reversible operation, so handle it with care!

i -

Delete Data

Select Data to Delete:

[+ all Stops

[ Inbox/Cutbox

[ Active Navigation Route
[v Canned Messages

[+ Canned Responses

[+ Fleet Management GPI File
[ Driver ID and Status

[ Waypoints

Disable FMI (deletes all data, restarts
dient, and terminates application)

Cancel | o4 |

Before and after disat;ling FMI:

alll 3 ~. HOS 3:194 = R 31258 -

Dispatch View Map Where To? View Map
@ = 0 0 @ = 90 ©

The relevant protocol is discussed in section 5.1.14 of the FMI Protocol Definition.

20
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XVIII. Change Ul Text

The server has the option of changing the Text associated with FMI on the main
menu. Once sent, the text will immediately update on the device.

Change Client UI Text et |
i

Text To Change: |"Dispatd'|' on Main Menuﬂ

Change To: | Fleet]

Cancel | QK. |

L

The relevant protocol is discussed in section 5.1.15 of the FMI Protocol Definition.

XIX. Ping

The server can ping the device at any time using the “Ping” Dialog box. The number
of successful pings, as well as the time of the most recent ping, can be viewed.

If Client-to-Server pings are not throttled, then these will appear as well.

. -

Ping Status
Client-Server Pings: |0 Last received: Reset
Server-Client Pings: |1 Last sent: ﬁ L2713 PM Reset

*Only Successful Pings Recorded

Close | Send Ping |

L

The relevant protocol is discussed in section 5.1.16 of the FMI Protocol Definition.
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XX. Message Throttling

In order to limit the amount of data sent, the server can throttle certain types of
messages from being sent from the client to the server. Details regarding the effects
of message throttling can be found in Section 5.1.17 of the FMI Protocol Spec.

r |
Message Throttling @

Select Messages to Throttle:
[~ Select Al

[ Message Status

[+ Refresh Canned Response Text
[+ Refresh Canned Message List
[ Client to Server Open Text Message
[ Stop Status

[ Estimated Time of Arrival

[~ Driver ID Update

|+ Driver Status List Refresh

[ Driver Status Update

v Ping

[+ Waypoint Deleted

Cancel | Update |

XXI. Set Safe Mode

On devices that support it, the server can define a speed threshold required to use the device.

Any value greater than 2.2352 m/s (5mph) defaults to 5 mph. The effects of enabling FMI

safe mode are:

- The driver will be restricted from going to “Dispatch” and “Tools” menus.

- If the driver is browsing a page descending from the “Dispatch” or “Tools” menus, the
driver will be taken to the main map page.

- The driver will not be able to read new stops or non-immediate text messages.

The relevant protocol is discussed in section 5.1.18 of the FMI Protocol Definition.



23

XXII. Speed Limit Alerts

Using this dialog box, the server can determine under what circumstances a speeding
event will trigger a notification to the server (on devices that have Speed Limit Alert
capability).

The server can enable the alerts for Car or Truck Mode, and can also define how long
the driver must stay over/under the speed limit alert to begin/end the alert. The
protocol is defined more clearly in section 5.1.19 of the FMI Protocol Definition.

i N

Speed Limit Alerts

Mode: Car -

Time over: 10
Time under: | 10

Threshold: |0
Alert User: m -
Result:

[ View packet log for alerts )

Close | | Send |

XXI11.Remote Reboot

Should the device ever enter a state in which it is unusable, a “remote reboot”
command can be sent from the server to the device. This method should only be used
as a last resort to restart a device. Repeated use could have harmful effects on your
device. The command can be accessed by clicking File->Remote Reboot.

The relevant protocol is discussed in section 5.1.20 of the FMI Protocol Definition.
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XXIV. PVT Data

If enabled, PVT (Position-Velocity-Time) data is sent from the device to the server
approximately once per second. The data can be seen on the right-hand side of the
main window, and includes data such as latitude, longitude, and velocity. Clearing the
“Enable PVT Data” checkbox will disable this feature.

PVT is discussed in Section 5.2.4 of the FMI Protocol Definition.

ity Fleet Management Controller - A616 Support Mode l = S
File Tools Help
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Waypoints Change Auto-Arrival | Message Throtting | Data ’—
ata:
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Canned Messages

Device Info PVWT Data
Criver ID and Status
ESN: 3367926637 I~ Enable PVT Data
View Packet Log Product ID: Euvi 2ux7 Series &PS Fixe '7
Operations S/ Ver: 3.93 B
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Send Enable | Protocols Supported:
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Delete Data Velodty (Up/Dn):
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h =

Distance: | Lon: |




XXV. FMI Packet

Although not associated with a specific protocol, the “FMI Packet” fields can be used
by the server to send a specific packet type with certain data to the device. For
developers, this can be useful for testing purposes. Since the data is in hexadecimal,

both the ID and data should be prefaced with "0x".

-
i Fleet Management Controller - A616 Support Mode

File Tools Help
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Send Enable |
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Change UI Text Change Com ort
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XXVI. AOBRD Drivers

An Automatic On-Board Recording Device is a system that allows drivers to log the
time spent driving, on duty, in the sleeper berth, etc. during the course of a normal
workday or workweek. It is an alternative to the paper logs used by many fleet
managers. It can be enabled by checking the “AOBRD Enable” checkbox in the
“Send Enable” dialog box (see step 3 in Section | for details). This functionality is
only supported on the dézl 560 and dézl 760 at this time. Further details regarding this
functionality can be found in section 6.5 of the FMI Protocol Definition.

If the system plans to support the use of the PND as an AOBRD, then drivers can be
defined under File-> AOBRD Drivers. On devices supporting HOS v2.0, drivers may
be defined as driving Passenger-Carrying Vehicles, and will use the FMCSA
regulations for this vehicle type. The following dialog box will appear.

=

ACQBRD Drivers

Current Allowed Drivers (Select One to Delete/Send

Set Driver Login
Driver ID:

Password:

First Name:

Carrier Mame

Carrier Id:

Ruleset:

|
|
|
Last Mame: |
|
|
|
Time Zone: |

=
=]
| Close
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Drivers can be created and edited from this box. If the device supports AOBRD, the
driver will need to log in using the Driver ID and password defined here. A driver
cannot log in until the server has created a profile.

To log in on the device, the driver must go to Tools - Hours of Service. The
following prompt will be displayed when the driver presses “Hours of Service”.

A driver should be logged in to use
this service. Login now?

After responding “Yes”, the driver will be prompted to enter their ID and password.

1. Once the ID and password is entered, the device will send a Login Request to the
server. The server will respond to the login request with a result code (see section
6.5.1.1 of the FMI Protocol Definition for details).

2. If the ID and password are correct, the device will then request that the driver
profile be downloaded to the device. The server will respond with the driver
profile as described in section 6.5.1.2 of the FMI Protocol Definition.

3. Once the driver profile has been sent to the device and processed, the device shall
request a Driver Status Update as described in Section 6.5.1.3 of the FMI Protocol
Definition. This allows the device to receive event data associated with that
particular driver (drive hours, etc.). If logs for the driver exist, then they shall be
downloaded to the device.
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4. The device shall then request that annotations associated with the driver’s event
logs be downloaded to the device (that is, comments associated with a specific
event block). If annotations exist, then they shall be downloaded to the device.
See Section 6.5.1.5 of the FMI Protocol Definition for details.

5. Finally, the device shall request that shipments associated with a particular driver
shall be downloaded to the device. If the driver has any shipments, they shall also
be downloaded to the device.

The labels 1-5 below correspond to Section 6.5 of the FMI Protocol Definition.
Steps 1-5 are outline in the opening of the section.

2 ~

Packet Log  (Window is Resizable)

Select a Packet to View/Resend Its Data: Selected Packet's Data:
RX: AQBRD Driver Login Request Time: 0\ 12:23:24.523 AM
T ACK Packet ID: Oxal
- Payload Size:  |248 d
TX: ACBRD Driver Login Response FI?‘IYI gzdcelﬁD: Dx1104{ =J
RX: ACK ) ACEBRD Criver Profile Download Response
R AOBRE DriverProfile Brownioad-Request P < i}
T ACK firsl:rlzlame: éohn
TX: AGBRD Driver Profile Download Respanse Drverms |1
Ri: ACK Carrier Name: )Fleet Company
X ACDBRD Driver 5tatus Update Request Carrier ID: \ 1234
T ACK Rule Set: a
. . Time Zone: 0
T\t ACBRD Driver Status Update Response Status: 0
R ACK Result Code: |0
R¥: AOBRD Driver Status Update Receipt Raw Text: |, JohM e
cACK bl eeeeem——— DR oromzmonososnes
b ::‘ if:;:u Annotaton Downioad REquesT / """""""" Lo,
N 4 N e Fleet Com
TX: ACK DY e oeeeeeeeeessee s
TX: ACBRD Annotation Download Respanse | i ereereerreeeasiae
RX:ACK = e s
RX: ADBRD Annotation Download Receipt | e 1234 k=
TX: ACK Raw Hex: 10 a1 f8 04 1100 00 00 00 4a 6f 6& 6e 00 fe
- + x00f fefefefefefefefefefefefefefefe
FET AUBED Download Shipmenis Hequest +x01e \{-E fefefefefefefefefefefefefe 44
TX: ACK + x02d 6f 6500 fe fe fe fe fe fe fe fe fe fe fe fe
TX: ADBRD Shipment Download Responise +x03c fefefefefefefefefefefefefefefe
R ACK + x04b fe fe fe fe 31 00 fe fe fe fe fe fe fe fe fe
N ) ) + x05a fefefefefefefefefefefefefefefe
RX: ADBRD Shipment Download Receipt + %069 fefefefefefefefefefefefe fe fe 45
TX: ACK + %078 6C 6565 74 20 43 6f 6d 70 61 6e 75 00 fe fe
-+ w087 /fefefefefefefefefefefefefefefe
+ X096 fe fe fe fe fe fe fe fe fe fe fe fe fe fe fe
+ x0a5 fefefefefefefefefefefefefefefe
+ x0b4 fefefefefefefefefefefefefefefe
+ x0c3 fe fe fe fe fe fe fe fe fe fe fe fe fe fe fe
+ x0d2 fefefefefefefefefefefefefefefe
+ x0el fe fe fe fe fe fe fe fe fe fe fe fe fe fe 31
+ w0f0 32 33 34 00 fe fe fe 00 00 00 00 69 10 03
Viewing: |Current Execution's Packet Log

Search | | |
£ Up @ Down Send Packet Clear Log Save As...

Find Next View Other | Wiew Current| Cloze |
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During the course of a workday, a driver will likely make several duty status changes
as seen in the following screenshots.

\

"==—Buty Status
View Log

* Driver Info

4 Remaining Hours Summary

Cancel Save

When this operation is completed, the device will initiate a file transfer with the

[ John Doe J

@ Off Duty
@ Sleeper
@ Driving
© On Duty

server. This file data will include information about the driver and the status change,
shown in the screenshot below.

Packet Leg  (Window is Resizable)
Select a Packet to View Resend Its Data: Selected Packet's Data:
RX: File Transfer Start Tlmde(:e 09:23:54.268 AM
Packet ID: Oxal
TX: ACK
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+ x04h 20436f6d 70616 79044361 F2 7902 4e
+ x05a 4303 4 46 4601 4401 00 00 00 b6 e3 68 19
+ x069 5d 1b f& c7 00 00 00 00 00 00 90 10 03
Viewing: |Current Execution's Packet Log
—Search
© Up © Down Send Packet | Clear Log I Save As... |
Find Mext
M View Other | View Current I Close |




This information is saved in a .csv file on the server. Should the driver log out and
then log back in, these status changes will be downloaded to the device in the
following way (compare to the “clean” login for reference).

Packet Log  (Window is Resizable)
Select a Packet to View/Resend Its Data: Selected Packet's Data:
RX: AOBRD Driver Login Request Time: 09:28:43.948 AM
TH: ACK Packet ID: Oxal
T¥: ACBRD Driver Login Response ﬁ;ﬁlgzddgﬁb: Sigqm{dec}
Rt ACK File Data Packet
RX: AQBRD Driver Profile Download Request Offset: 0
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Rx: ACK + %069 7f 7e 60 00 00 00 00 01 8f 7a &f 2b 04 4a 6f
| |TX: File Transfer Start + x078 68 6e 03 446f5501 3100000004 3430 35
R¥: ACQBRD Driver Status Update Receipt + x037 33043739383507383539303439367b
e ACK + 096 00 00 00 04 31 32 33 34 0d 46 6c 65 65 74 20
. + x0a5 436fed 706162 79044361 727902 42 43
Ri: ACK +x0b4 014403 4F 46 46 02 00 00 00 fd e3 63 19 99
RX: File Start Receipt + x0c3 1b f5 ¢7 00 00 00 00 00 00
T ACK
RanText o
R ACK n.Doe. 1....4053. 7385, 8590496 {...
' .1234.Fleet Company. Cary.MC.OFF,
RX: Packet Receipt Duuiin. R, P z
T ACK .+.John.Doe. 1....4053.7985.85904
TX: File Transfer End 96{....1234.Fleet Company.Cary.N
R¥: ACK C.D.OFF P veeeins
N . Raw Hex: 10 a1 dé 010400 00 00 00 cc 00 00 00 01 00
R¥: AOBRD Annotation Download Request + x00f fF7f 7o 600000000001 Fa 72 8f 2b 04 43
T ACK + x01e 6f 68 6e 03 446f 6501 31 .00 00 00 04 34 30
T¥: ADBRD Annotation Download Respaonse +x02d 353304373938350738353930 3439 36
RY: ACK + x03c 7b 00 00 00 04 31 32 33 34 0d 46 6C 65 65 74
. ) ) + x04b 20436f6d 70616 72044361 727302 42
RX: AOBRD Annatation Download Receipt +x005a 4303 4f 46 46 01 44 0100 00 00 a2 e3 68 19
T ACK + x069 99 1b f8 ¢7 00 00 00 00 00 00 01 00 ff 7f 7e
RX: ADOBRD Download Shipments Request + x078 60 00 00 00 00 01 8f 7a 8f 2b 04 42 6f 68 6e
T ACK + 087 03 44 6f 65 013100 00 00 04 34 30 35 33 04
TX: AGBRD Shipment Download Response + x096 37393833507383539303433 36 /b 0000
- + x0a5 00 04 31 32 33 34 0d 46 6c 65 65 74 20 43 &f
Rz ACK + x0b4 6d 70 616e 790443617279 02 4= 430144
RX: AOBRD Shipment Download Receipt + x0c3 034f4646 02000000 fde3658 1999 1h f3
Tv: ACK +x0d2 €7 00 00 00 00 00 00 Oe 10 03
RX¥: File End Receipt
T ACK
Viewing: | Current Execution’s Packet Log
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All driver information except First and Last Name can be edited and pushed to the
device using “Send Update”. The driver will need to accept the update before the
settings take effect. See section 6.5.2.2 for details.

-
AOBRD Drivers

Current Allowed Drivers (Select One to Delete/Send

Shipments | Send Updatel Delete

—5et Driver Login
Driver I0: I 1

Password: jdoe2012

First Mame: John

|| | LastMName: I Doe

Carrier Name: | Fleet Comparty

| Carrier Id: I 1234
Ruleset: IGD hour /7 day LI
Time Zone: IEEStEI'H ;I

Set | Close |

After logging in on the device, this information can be viewed under Tools=>Hours of
Service—>Driver Name-> Driver Info.
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A driver may also have shipments associated with him/her. The server can define the
start and end time of the shipments, as well as the commodity. Shipments associated
with a driver are only updated when the driver logs in.

Name
John Doe

ID #
1

$ Carrier Name
Fleet Company A

- Carrier ID #

1234

-

AQBRD Driver Shipments for John Doe (1)

Current Shipments (Select One to Delete]:

—5Set Shipment Information

Shipper: I Garmin

Document #: | 12

Commodity: | GPS

. . . _I‘

Timestamp: I 11122012 - ” 2:42:06 PM =
. . . _I"

Start Time: 11142012 vI 12:00:00 PM =
. . . _I"

End Time: 11/12/2012 vI 2:15:00 PM =

|
Set | Close |

If the driver is logged in on the device and the shipment has been sent, it can be
viewed under Tools—>Hours of Service-> Driver Name—->Manage Shipments.
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Edit Shipment

= | Shipper Name

Garmin

Shipping Commodity

* GPS

Shipping Document Number
12

Cancel

XXVII.

Path-Specific Routing

Overview and Setup

This feature allows the server to define a series of points through which a device
must travel in order to reach a destination. There are two types of points; shaping
points (represented by blue dots) and intermediate destinations (represented by
orange flags). The types of points are discussed in Section b below.

Use of this feature in the Fleet Management Controller requires a Bing Maps
developer key — see Section XXVIII a. for details.

Before you begin using the new feature, you must disable FMI. This will clear all
FMI-related data from the device and help ensure that no data corruption occurs. To
clear FMI data, you must use the “Delete Data” functionality described in section
XVII.



b. Creating and Viewing a Path-Specific Stop

Once a Bing Maps key is inserted into the settings.xml file, creating a route is

relatively straightforward. From the main FMC window, click Tools = Map

Viewer.
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At the top of the window, there is a tab labeled “Path-Specific Stops”. Click this
tab, and then click “Add Path-Specific Stop”.

B Map

. eslASiress

[ENER)

Add a new Path-specific Stop
D |
Trip Name

Stop Text

Next Cancel

You will then be prompted to define a Stop ID, a Trip Name, and some Stop Text.
The Stop ID should be unique across both “Simple Stops” and “Path-Specific
Stops”. Attempting to send a stop with an in-use unique ID will result in an error.

The “Stop Text” is the text that identifies a stop on the device (under Dispatch =
My Stops). If it is not defined, then the Trip Name is used for the Stop Text.

1. The first point that must be placed is the final destination. If desired, an
address can be entered in the appropriate text field. When using the FMC, the
route must be built from the end to the start.
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2. Upon clicking “Locate address”, the point is placed, and you are then
prompted to add either Intermediate Destinations or Shaping Points.
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A point can be manually placed on the map by holding the Control key and
clicking on the desired location. Two types of points can be placed. Shaping
points appear as blue dots, but are not announced by the device as the device
passes through them. Furthermore, the device is not required to pass through
the points. That is, if the device leaves the path while routing, and a more
optimal route is found to the next intermediate destination, the shaping points
will not be taken into account. Intermediate destinations appear as orange
flags, and the associated names are announced by the device upon arrival.
This is useful for creating waypoints along the route (i.e., “Pick up materials”,
“Stop for gas”, “Customer’s home”).



Either type of point can be clicked and dragged before saving the route.
Furthermore, a point can be “snapped to road” to ensure it is not in an

inaccessible location.

This is how a shaping point appears on the map.
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This is how an intermediate destination appears on the map. An intermediate
destination must be named before it is placed on the map.
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On the device, the two points are displayed in the following way.

.....

Virginia'Beach

@

S .
£ Danville
ni

o

In order to be compliant with the FMI Protocol, the first point in a route (that
is, the last point added when building a route in the FMC) must be an
intermediate destination. Clicking the “commit” button saves the route on the
server, but does not send it to the device.

{

b} 'k

The protocol supports 24 intermediate destinations and 100 shaping points per
route, as well as the final destination.
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3. Tosend a route to the device, click on the final destination. A pop-up will
appear with several options. Clicking “Send” will initiate a file transfer.
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Once the transfer is complete, the stop icon will appear on the device, and the
stop will appear under Dispatch - My Stops.

= FPennsylvania A.. 2397 NE
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e. Interacting with Path-Specific Stops

It is important to keep in mind that path specific stops share many characteristics
with “simple stops”. Path specific stops utilize the Stop Status protocol in the same
manner as simple stops. The server has the capability to activate the stop, mark it as
done, change the order of stops on the device, or delete the stop as well.

To edit a path-specific stop from the server, click on the final destination of the route,
and then click on “more...” Then, the dialog box shown below appears.

Bl [ |

Manipulate Path-specific Stop

Activate

Mark Stop as Done

New position: Move Stop

Delete from device

4 | n F

From here, the server can perform any actions that also can be performed on simple
stops. Clicking “Activate” causes the device to begin navigation. “Mark Stop as
Done” and “Delete from Device” both change the stop status. “Move Stop” allows the
server to specify an index in the stop list (from 0 to n-1, n being the number of stops).
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On the device, the user has the ability to bypass destinations, edit the stop status, and
view the entire route. Once the route is active, the user can view turn-by-turn
directions by clicking the bar along the top of the screen.

9

Keep left onto I-95 N towards
Richmond

Dfﬂ Arrive at Richmond, VA on right

200 ft

22 mi

Drive to Raleigh to D.C.
109 mi /1 hr 51 min

Go North on 1-95

oA ma

The last item in the directions is the user-defined stop.

) Turn left on H St NW

|_|_—:> Turn right on Trail

|_|_—:> Turn right on Trail

<.'—_|_| Turn left on Pennsylvania Ave NW

DP Arrive at Raleigh to D.C. on right

0.2 mi

30 ft

200 ft

300 ft

110 ft
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From the directions screen, clicking the Menu button gives the user the option of
viewing the map. The “Map” view displays the route in its entirety.

Finally, it is possible to navigate directly to intermediate destinations, if so desired.
Once the route is active, the user may click “Go!” next to an intermediate destination
in the directions list. Any preceding intermediate destinations are ignored. However,
shaping points between the last skipped destination and the chosen destination are
honored. Once the user arrives at the chosen destination, the path specific route is
followed.

L . ;

Drive to Raleigh to D.C.
109 mi / 1 hr 51 min

Go North on |-95

Washington el

*
* @ Keep left onto 1-95 N towards
)

Y{J Keep right on I-95 76 mi

Path Specific Stops are discussed in section 5.1.6.2 of the FMI Protocol Definition.
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XXVIII., Custom Forms

a. Overview and Setup

The “Custom Forms” feature allows the server to define a form using xml and
then send that form to the device. The constraints placed on this .xml file are
detailed in form_template.xsd.

Custom Forms are discussed in section 5.1.21 of the FMI Protocol Definition.

b. Creating and Sending a Custom Form

Although we have provided several sample custom forms in the FMC
“Documents” folder, you are able to create your own .xml files. However,
detailing the creation of an .xml file is outside the scope of this document.
Assuming a valid .xml file has been created, the first step is to load the file into
the FMC. Open the Custom Forms window by clicking Tools - Custom Forms.
The following window will appear.

# ° Custom Forms == s L@[&J

Import Form Template Send Custom Delete command

Catalog
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Next, click on “Import Form Template”, and select the desired custom form to be
loaded. If validation of the .xml file against the FMC’s internal .xsd file is
successful, the form will appear in the custom forms window. If validation fails,
the application will display an error message describing the cause of failure.

-
| Custom Forms Llﬂlﬂ
7

Import Form Template Send Custom Delete command

Catalog

fform 1

Ve rs | on 1 Send Delete Remove

title: Post Inspection Log (preview)
id: 1
\(position: 1 Query  Change

Submits

Now that the form has been imported successfully, it must be sent to the device.
Click “Send” to push the form to the device. A file transfer dialog box will appear
detailing the file size and amount of data sent. When the transfer is complete, it
will display “Done”.

-
Sending File

Current Transfer Status: POHE

| Close |




Below are screenshots of the File Transfer Begin and File Transfer End packets,
as well as a data packet.

' |
Packet Log  (Window is Resizable)
Select a Packet to View/Resend Its Data: Selected Packet's Data:
TX: File Transfer Start » Time: 12:56:12.690 AM
F Packet ID: Oxal
R ACK
- . Payload Size: 11 (dec)
RX: File Start Receipt FMI Packet ID:  Dx0400
T ACK File Transfer Start
TX: File Data Packet File Size: 955
R¥: ACK £ Version Len: 1
X . Type: 2
RX: Packet Receipt Version (hex): 31
TX: ACK Raw Text: TR
TX: File Data Packet Raw Hex: 0004 bb 03 0000 0102 00 00 31 5e
R ACK B + x00f
RX: Packet Receipt
| | T ACK
TX: File Data Packet
(| |Ra: Ack
RX: Packet Receipt
(| 1T ACK T Viewing: | Current Execution’s Packet Log
—Search
© Up @ Domn Send Packet | Clear Log | Save As... |
Find Mext
M View Other | View Current | Close |

Data Packet:
' |
Packet Log (Window is Resizable)
Select a Packet to View/Resend Its Data: Selected Packet's Data:
T¥: File Transfer Start ﬂmdi 12:56:12.790 AM
. Packet ID: Oxal
F‘J( A.FK . Payload Size: 255  (dec)
RX: File Start Receipt FMI Packet ID:  0x0401
T: ACK File Data Packet
Offset: 0
RX: ACK Data Length: 245
RY: Packet Receint Data (hex): 3c3f786d6c20 7665 727369 6f6e 3d 22
e cEip + x00f 31 2e 30 22 20 65 6e 63 6f 54 69 6e 67 3d 22
TX: ACK +x01e 75 7466 2d 38 22 3f 32 0d 0a 3c 3f 78 6d 6C
TX: File Data Packet + x02d 2d 7374 796c 65 736865657420 7473 70
R ACK +x03c 65 3d 22 74 65 78 74 2f 78 73 6c 22 20 68 72
X . + x04b 6566 3d 2263 75 73 74 6f 6d 5f 66 6f 72 6d
RX: Packet Receipt +x05a 73 5F 70 72 65 76 69 65 77 2f 70 72 65 76 69
| [Tz ACK + %068 &5 77 2e 78 73 6c 22 3f 3e 0d 0a 3c 66 &f 72
TX: File Data Packet + %078 6d 20 69 64 3d 22 31 22 20 70 &6f 73 69 7465
I R ack + %087 &f6e 3d 22 31 22 20 76 65 72 73 69 6f 6e 3d
RY: Packet Receint +3096 223122 3= 0d 0a 20 20 20 20 3¢ 74 69 74 6¢
| | racetRes=h -+ x0a5 65 3e 4d 79 20 46 6F 72 6d 20 32 20 26 23 31
T ACK +x0b4 35333b 262333 333634 3 3c 2f 7469 74
TX: File Data Packet + x0c3 6c653e0d0a 20 20 20 20 3c69 7465 6d 20
R ACK + x0d2 69643d22312220 7265717569 726564
RX: Packet Receipt +x0e1 3d 227472 75 65 22 32 0d 0a 20 20 20 20 20
T ACK + %00 2020 20 3c 74
T File Transfer End RawText:  woevvvrerrnns <2ml version="1.0"
RX: ACK encoding="utf-8"?>.. <?xml-style
RX: File End Receipt sheet type="text/xsl" href="cust
T ACK om_forms_preview,preview. xsl? =,
' .<form id="1" position="1" versi
on="1">,. «<title>My Form 2 &%
163;&#%8364; < ftitle>.. <itemi
d="1"required="true"=..
<t...
Viewing: |Current Execution's Packet Log
—Search
f C Up & Down Send Packet | Clear Log | Save As... I
| badhiexs View Other | View Current | Close I




End Packet:

-
Packet Log (Window is Resizable)

- e -

Select a Packet to View/Resend Its Data: Selected Packet's Data:

TX: File Transfer Start Time: 12:56:14.330 AM

ACK Packet ID: Oxal

y . Payload Size: & (dec)

File Start Receipt FMI Packet ID:  0x0402

ACK File Transfer End

File Data Packet CRC: Oxbb342dbc

ACK Raw Text: ... ==k

Packet Receipt Raw Hex: 103106 02 04 bc 2d 84bb 2b 10 03

ACK

File Data Packet
ACK

Packet Receipt
ACK

File Data Packet
ACK

Packet Receipt
ACK

File Data Packet
ACK

Packet Receipt
TH: ACK

T: File Transfer End

R ACK

ZERHHE2YHRRIARRIARE

RX: File End Receipt
TH: ACK

Viewing: | Current Execution's Packet Log

C Up & Down Send Packet | Clear Log | Save As... |

Find MNext
M View Other | View Current | Close |

Custom forms can be found on the device under Dispatch—>Forms, as seen here.
On the main form page, there is a menu that will display details of submitted
forms.

Forms
S

=3

Post Inspection Log

-
'

My Stops Message Find Location

)

Driver Info Forms 43
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c. Completing and Submitting a Custom Form

Clicking on the form title will bring up the form itself. The sample form has a
keyboard entry and a multi-select entry.

Post Inspection Log

* Customer Name
last, first

Customer Email Address
email address

3 *Recommendation
select recommendations

Discard

Below are screenshots of some of the data types.

Jones, Robert] o
BEEDEn0Bn
Soaoononenn

LI TLLILTIT]
T aoBDo0n -
S - i

Recommendation

~ Preventative inspection
& Add coolant

¥ ﬂReplace compressor

Cancel Save
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Once all required data fields (indicated by the red asterisk) have been filled out
appropriately, the “Submit” button will be activated. The criteria for validity are

described below.

Initial List Value

Initial Value

Changed Criteria

Valid Criteria
Not empty text. This can be
handled by the keyboard Done

Auto Valid Value

Alphanumeric Not equal to button being disabled if the text
Keyboard Default list value defined by template Empty text. initial value is empty. No
Not empty text. This can be
handled by the keyboard Done
Integer Not equal to button being disabled if the text
Keyboard Default list value defined by template Empty text. initial value is empty. No
An option is selected. This can
Template defines selected option: be handled by the radio button
Selected option Selected option defined page as the Save button is
Single Template does not defines selected option: |by the template or Not equal to disabled if an option is not Yes, if an option
Selection Default list value defined by template empty text (-1). initial value selected. is selected
Either at least one option is
Template defines selected options: specified selected in the
Selected options Selected options template or the check box page |Yes, if at least
Multiple Template does not defines selected options:|defined by the template |Not equal to is dismissed via the save one option is
Selection Default list value defined by template or empty text. initial value button. selected
Template specifies use current date:
Current date If either use current date or a
Template specifies specific date: Current date or specific specific date is specified, this is
Specified date date if either is automatically valid. Otherwise |Yes, if use current
Date Other: specified by the Not equal to the date will be validated by the |date or a specific
Selection Default list value defined by template template or empty text. |initial value date time selector widget. date is specified.
Template specifies use current time:
Current time if either use currenttime or a
Template specifies specific time: Current time or specific specific time is specified, this is
Specified time time if either is automatically valid. Otherwise |Yes, if use current
Time Other: specified by the Not equal to the time will be validated by the |time or a specific
Selection Default list value defined by template template or empty text. |initial value date time selector widget. time is specified.
An FMI stop is selected. This
Forms list pushed by specific FMI stop: FMI stop message text if can be handled by the radio Yes, if the forms
FMI stop message text the forms list is pushed button page as the Save button |list is pushed
FMI Stop Forms list pushed by FMI menu: by a specific stop or Not equal to is disabled if an option is not  |from a specific
Selection Default list value defined by template empty text (-1). initial value selected. stop.

On devices that support FMI 3.5, picture fields are supported as well. The user
can select a picture from the device’s photo gallery, attach it to a form, and submit

it to the server.
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Pressing the “Submit” button will send the completed form to the server, using a
client-to-server file transfer protocol similar to the transfer shown in step 3 above.

Pressing the “Discard” button will return the user to the “Forms” menu, losing all
changes made to the form. Changes are not saved. If a form is discarded, it will

need to be filled out from scratch.

Post Inspection Log_;

* Customer Name
Jones, Robert

Customer Email Address
robert.jones@gmail.com

J *Recommendation

Discard

Add coolant, Replace compressor

The submitted form can be viewed from the FMC Custom Forms window by

clicking “Preview” next to the submitted form.

——————

# | Custom Forms

Import Form Template Send Custom Delete command

Catalog

form 1

Ve rs | on 1 Send Delete Remove

title: Post Inspection Log (preview)
id: 1

position: 1 Query  Change
Submits

4 on 2/3/2013 10:51:29 AM (preview)
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In the FMC, the submitted form looks like the following screenshot.

i Custom Forms k [E=EER==)
Post Inspection Log

Back ~

Customer Name

Jones, Robert

Customer Email Address

robert.jones@gmail.com

Recommendation

Add coolant

Replace compressor

Resolution

Work performed

Will call to schedule

Comments

The literal .xml of the submitted form can be found under ./Fleet-Management-
Controller/custom-forms/FORM_ID/FORM/VERSION/TIMESTAMP.xml, and
can be viewed in a web browser or text editor if desired.

Reordering, Querying, and Auto-Opening a Custom Form

The server may change the order in which custom forms appear on the device.
This is done by clicking “Change” next to a form, and then entering a positive
integer. The device will respond with the form’s position after the request is
made.

Form Template Position ﬁ

Ok
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The server may also query the position of the form on the device by clicking
“Query” next to the form.

On devices that support FMI 3.5, the server may trigger the immediate display of
a form by clicking “Show”. This works in a similar manner to immediate text
messages, but a form must be sent to the device before the immediate-open
command is valid.

form 3

Version 1 Send  Delele  Remove  Show

title: Defect Report (preview)
id: 3
position: 3 Query  Change
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Deleting and Removing a Custom Form

The server may delete a custom form from the device by clicking “Delete” next to
the form in the Custom Forms window. This does not remove it from the server —
Only the deVICe' rForm Template Deleted @1

Search
|

—
Packet Log  (Window is Resizable)

e Y
Select a Packet to View/Resend Its Data: Selected Packet's Data: |0I The device has reported that form template 1 was deleted
-
TX: A612 Request Position of Form Time: 02:14:56.677 PM
R ACK Packet ID: Oxal

Payload Size: 7 d
RX: A612 Request Position of Form Receipt F:‘E gaackelﬁD: Dx:lzul( =]

TX: ACK Af12 Delete Form Receipt
TX: A612 Delete Form Form ID: 1

RX: ACK gesu!lij: . 0-0K 5
D F awText:  .eenD
- = = Raw Hex: 10a10701120100000000 44 1003

Viewing: | Current Execution's Packet Log

€ Up & Down 5endPacket| Clear Log | Save As... |

T View Other | Wiew Current| Close |

Removing a form from the FMC can be done by clicking “Remove” next to a
form in the Custom Forms window. This removes the form from the server,
but does not remove associated submitted forms.

i 7 Custom Forms Llﬂli_hj

Import Form Template Send Custom Delete command

Catalog

form 1

Version 1 (template file not found)

Submits

4 0n 2/3/2013 10:51:29 AM (preview)




XXIX. Custom Avoidances

a. Overview and Setup
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This feature allows a user to define corners of an area on a map that will be off-
limits to the navigation engine. To use this feature, you will need to acquire a
Bing Maps developer key from http://www.microsoft.com/maps/. Once a key is
acquired, the FMC’s settings.xml file will need to be edited to include the key.
The file is located in the main project folder: open this file and then paste your
developer key in between the BING_MAPS_KEY tags.

Custom Avoidances are discussed in section 5.1.22 of the FMI Protocol Definition.

Creating and Viewing a Custom Avoidance

Click on Tools = Map Viewer. This will bring up a Bing Maps window. All
operations involving Custom Avoidances will be run from this window.

Custom Avoidances ~
Road > | Aeria
B Franklinton Louigh=a /‘f\‘
0 ed States « NC »Wake Co. . . @ @ (¢<n>)
illsborough (1) v/
501 3 rc
49 ey 11 G
offnan Falls
Melville 9 Lake -
o New Light Royal
Blackwood srartn DU rham %
(15} [1a7) S8 / Wake Forest
Saxapahaw 401) Spring +
Chapel Hill ol == =5
PEL i} G Teesville "D Labiter »
54 4 Pilot fl
<}
Mandale e s
g o), B epeani W IACEI iy, SIS s
540 50 | (7] New Hope fl
Crutchfield 87 Morrisville s Zebulon
Crossroads Fearrington <
= Cary Raleigh < L Wendell
- A 264)
[64 ) 64
b ) B Everett Apex
iler City: Pittsboro g 9%
Take Byp Garner )
55 Dixie Crossroad
= 70 M
5 Holly Springs Clayton
S ! Juniper
£ Ly Branch
e ) 2y Kénly
uquay-Varina Wilsons Mills
1 Brickh: @
Gulf
Byp Selma
S Smithfield="= pine Level
401) o
Senl} Sanford 3 9
[ Jonesboro Four Oaké
Heights 1421 N
oad 5 9 =~ Mamers (401 e
oats
5 8z Lillington
501 Benson Strickland Crossroads
22 ;
5 miles 10 km
[Garthage Barbecue
BiNng 2 Erwin peacocks Caies 2013 Microsoft Corporation - ® 2012 Nokia



http://www.microsoft.com/maps/
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Next, click the “Custom Avoidances” = "Add Custom Avoidance” button in the
upper-left corner. You will be prompted to create a name, an ID, and a description
for the new avoidance. The description is optional.

(7w — SNy

Add a new avoidance region
ID 1
Name New Avoidance

Description This is a new avoidance

Clicking “Next” will return you to the map screen, where you will be prompted to
select the opposite corners of the area you want avoid.

5 ' May : =eT X
Custom Avoidances -
Road |~ Aeria
Franklinton \OUis=a (’/‘—‘
orid « United States « NC + Wake Co. X @ @ <N>
i ilsborough 3 () N/ u
(so1) Y [
7 @  gofen
Falls
i 5
e Lake New Light Royal
Blackinood sranen DUThAM s
= Tiar) Wake Forest
= I
Saxapahaw 401 Spring + I
Chapel Hill Toll. o o
pe e D~ Teewvile ) Lasiter
s4 k P
E Frazier
Mandal S
Crosroads
. 50} New Hope l
Crutchfield 87 Morrisville Zebulon'
Crossroads Fearington )
= Cary Raleigh & Knightdale Sreoadr
o
[64) 64
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Garng
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Clicking on the highlighted area will display options related to the avoidance.
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Custom Avoidances ~
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Now that the custom avoidance has been created, it must be sent to the device.

Establish a connection as described in section 1., and then click “Send” to push the

settings to the device. Although avoidances can be created without a serial
connection, they cannot be sent to the device until a connection is made.
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You can view the “Add Custom Avoidance” and “Receipt” packets in the Packet

Log window. A sample packet and receipt are shown below. The receipt will
show a result of “0 — Success” if the avoidance is sent to the device correctly.

Packet Log  (Window is Resizable)
.

e
—

RX: ACK

TX: ACK

Select a Packet to View/Resend Its Data:

TX: A612 Add Custom Avoidance

RX: A512 Add Custom Avoidance Receipt

—Search

" Up * Down

Find Mext I

selected Packet's Data:
Time: 01:42:23.054FM
Packet ID: Oxal

Unique ID:
Morth:
East:
South:
West:
Enabled:
MName:
Raw Text:

Raw Hex:
+ x00f
+x01e
+ x02d
+ x03c
+ x04b

Payload Size: 71 (dec)
FMI Packet ID:  0x1230

AG12 Add Custom Avoidance

1

35713392  (426077388)
-78.754389 (-939575462)
35.5619574 (424955265)
-78.924677  (-941608078)
frue

New Avoidance

GO er3. T3 New Avo
idance.

10214730 12b3 6c65 19 72 33 ffc7 21 5d

54197233e0c701000100 4e 6577 20 41
75 6f 69 646162 6365 00 00 00 00 00 00 00
00 0000 00 00 00 00 00 00 00 00 00 00 00 00
00 00 00 00 00 00 00 00 00 00 00 00 00 00 bc

1003

Viewing: | Cu

Sel

rrent Execution's Packet Log

nd Pad(etl Clear Log | Save As... |

View Other | View Current | Close |

—Search

" Up * Down

Find Mext I

Packet Log  (Window is Resizable)
.
Select a Packet to View/Resend Its Data: Selected Packet's Data:
TX: A612 Add Custom Avoidance Time: 01:42:23.206 PM
Packet ID: Oxal

Payload Size: 6 (dec)
FMI Packet ID:  Ox1231

AG612 Add Custom Avoidance Receipt

Unique ID: 1

Result: 0 - Success

Raw Text: [T PPN

Raw Hex: 10a1056311201000000 15 10 03

Viewing: | Current Execution’s Packet Log

Send Pad(etl Clear Log | Save As... |

View Other | View Current | Close |
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All Custom Avoidances on a device can be viewed under Settings = Navigation
—-> Custom Avoidances. Although the user can add new Road Avoidances, they
cannot add Area Avoidances while the FMI Custom Avoidances feature is
enabled.

Add Avoidance

New Avoidance
Enabled

Clicking on a custom avoidance in the list will pull up a map detailing the defined
avoidance. The user cannot edit this avoidance in any way — only the server has
this capability.

e

A OlQd e abied

gy

HollyASprings;
C)

152 mi

N~ R



C.

Disabling, Deleting, and Removing Custom Avoidances

Disabling a custom avoidance deactivates the avoidance, but does not remove it
from the device. This is done by clicking on the avoidance in the FMC Map
window and clicking “Disable”. Details can be viewed in the Packet Log, as

59

shown here. A result code of 0 is returned upon a successful “Disable” command.

-

Packetlog (Window is Resizable)

Select a Packet to View/Resend Its Data: Selected Packet's Data:
TX: AG12 Add Custom Avoidance TII'IEIE 02:06:22.543 PM
. Packet ID: Oxal
R ACK
F dSize: 5 d
R%': A612 Add Custom Avoidance Receipt F;?gZd@I:EID: 0)(1234{ Ed
TX: ACK A512 Toggle Custom Avoidance
T¥: A612 Toggle Custom Avoidance Unique ID: 1
RX: ACK Enabled: false
RX: AB612 Toggle Custom Avoidance Receipt S ISE e
: 9 P Raw Hex: 10a1 0534 12010000 13 10 03
Tx: ACK
Viewing: | Current Execution's Packet Log
Search C Up & Down Send Packet | Clear Log | Save As... |
Find Mext
M View Other | View Current | Close |
= =

-

Packetlog (Window is Resizable)

Select a Packet to View/Resend Its Data:

Selected Packet's Data:

TX: A612 Add Custom Avoidance

RX: ACK

RX: A612 Add Custom Avoidance Receipt
TX: ACK

T¥: AG12 Toggle Custom Avoidance

R ACK

TX: ACK

Search
" Up * Down

Find Next |

Time: 02:06:22.643 PM
Packet ID: Oxal
Payload Size: & (dec)
FMI Packet ID: 0x1235
A612 Toggle Custom Avoidance Receipt
Unique ID: 1

Result: 0 - Success
Raw Text: S e
Raw Hex: 102106351201000000 11 1003

Viewing: |Current Execution's Packet Log

Send Pad(et| Clear Log | Save As... |

View Other | View Current | Close |
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Deleting a custom avoidance removes it completely from the device. This is done
by clicking on the avoidance in the FMC “Map Window” and clicking “Delete”.
Details can be viewed in the Packet Log, as shown here. As with the “Disable”
command, a result code of 0 is returned upon a successful deletion.

-

Packet log  (Window is Resizable)

—

Select a Packet to View/Resend Its Data: Selected Packet's Data:

RY: ACK Packet ID: Oxal

RX: AG12 Delete Custom Avoidance Receipt E;yllgzddiﬁb: gﬂBz{dec)

T ACK AG612 Delete Custom Avoidance
Unigue ID: 1
RawText:  ..2uuu
Raw Hex: 10210432 120100 16 1003

Viewing: |Current Execution's Packet Log
Search

C Up @ Down Send Packet | Clear Log | Save As... |
Find Mext
M View Other | View Current | Close |
= —
r — ~
Packet Log  (Window is Resizable)
Select a Packet to View/Resend Its Data: Selected Packet's Data:
TX: A512 Delete Custom Avoidance Time: 02:09:09.255FM

Packet ID: Oxal

Payload Size: 6 (dec)

FMI Packet ID: 0x1233

AB12 Delete Custom Avoidance Receipt

Unigue ID: 1

Result: 0 - Success

RawText: .3

Raw Hex: 102106 331201000000 13 1003 H

Viewing: |Current Execution's Packet Log

Search

C Up @ Down Send Packet | Clear Log | Save As... |

Find Next |

View Other | View Current| Cloze |

Removing a custom avoidance does not perform any action on the device itself. This
command simply deletes a custom avoidance from the server. After performing this
action, the avoidance will no longer be displayed in the “Map Window” of the FMC.



61

XXX. Auto-Status Driver Updates

With this new protocol, the server will have the option of enabling automatic driver status
updates. Once a time threshold is received from the server, the device will automatically
transition from “Driving” to “On-Duty” once the vehicle has stopped for the amount of
time specified by the server. The device will also automatically move an “On-Duty”
driver to “Driving” if the vehicle begins moving for 30 seconds and if there is only one
“On-Duty” driver.

For the relevant protocol, see section 6.5.7 of the FMI Protocol Definition.
a. Enabling Auto-Status Updates

To enable the feature, click the “Auto Status Updates” button, and enter a
threshold value. Then, click “OK”.

Auto Status Updates @

Enabled " ves 1 Mo

Threshold | &0 seconds

QK | Cancel

b. Disabling Auto-Status Updates

To disable the feature, click the “Auto Status Updates” button, select the “No”
radio button, and click “OK”.

Auto Status Updates ﬁ

Enabled ™ yes * Mo

Threshold seconds

Ok | Cancel




XXXI.
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8-Hour FMCSA Rule Configuration

For devices supporting HOS 2.0 that plan on using the HOS/AOBRD feature, the
server now has the ability to enable or disable the FMCSA rule requiring a half-
hour rest break every eight hours for a property-carrying vehicle. A discussion of
AOBRD is outside the scope of this document — see the FMCSA regulations for
more information at http://www.fmcsa.dot.gov/rules-
requlations/topics/hos/index.htm.

To configure this rule, click on “Tools”, “HOS”, “8 Hour Rule”, and then
“Enable” or “Disable”. If the rule is enabled, the driver will receive violation
notifications if driving a property-carrying vehicle for more than 8 hours without
a rest break.

See Section 6.5.8 of the FMI Protocol Definition for details.


http://www.fmcsa.dot.gov/rules-regulations/topics/hos/index.htm
http://www.fmcsa.dot.gov/rules-regulations/topics/hos/index.htm
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XXXII.  Server-Initiated AOBRD Driver Logoff

For devices supporting HOS 2.0 that plan on using the HOS/AOBRD feature, the
server now has the ability to initiate a logoff of a particular AOBRD driver.

To use this feature, click on “File”, “AOBRD Drivers”, select the driver from the
list, and click “Send Logoff”. A packet will be sent indicating that the driver’s
logoff was server-initiated. See section 6.5.10 of the FMI Protocol for details.

— B

-
AOBRD Drivers -

Current Allowed Drivers (Select One to Delete/Send

Shipments | Send Updatel Send Logoff Delete

—Set Driver Login
Driver ID: 1

Password: 1

FirstName: | Robert
e B Driver Robert Smith logging off by
Carrier Name; | Trucking Industries server.

Carrier Id: 1234

Long Term: IGU hour/7 day

Load Type: IPrcperty

Time Zone: IEastem

| Ll L L

Set Close
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XXXIII. IFTA File Export

IFTA files log information necessary to remain compliant with the International Fuel
Tax Agreement. These files must be exported from the device before the server can
retrieve them. To access the IFTA file feature, click on “Tools”, then “IFTA”,
bringing up the following dialog box.

[ 1F1a (e |

start |21/2013 »| | 3:44:33PM =

End [11/21/2013 v | [ 3:44:33PM =

Download | Delete |

Close

LN

a. IFTA File Retrieval

The server can select a start time and an end time. All IFTA files from between
these two times shall be downloaded from the client. See section 6.5.9.1 for

details.

b. IFTA File Deletion

The server can select a start time and an end time. All IFTA files from between
these two times shall be permanently deleted. See section 6.5.9.2 for details.
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XXXIV. Set Baud Rate

It is possible to configure the serial connection to run at 57600 baud instead of the
default 9600 baud. To do so, click the “Change Baud Rate” button, opening this
dialog box.

Change Baud Rate I&

Current Rate 9600

Mew Rate m -

QK | Cancel

When the user clicks “OK”, the FMC will request the baud rate change, and then it
will send a “Rate Sync” packet. If the device does not receive a sync packet within 30
seconds, the baud rate will return to the default 9600 baud.

See Section 5.1.23 of the FMI Protocol Definition for details.

Important: If the connection to the device is lost entirely, the baud rate defaults
back to 9600.



XXXV. Sensors

On devices that support FMI 3.1, the server will have the ability to display sensor
information on the device. To set up this feature, click the “Sensors” button in the

lower-left corner of the application. This will open up the Sensors dialog box.

a. Creating or Replacing a Sensor

66

To create a sensor (or replace it), first click the “Create or Replace” radio button.

Then, enter the desired unique ID and sensor name. Finally, enter the desired
display index (starting from 1), as well as the icon you want to have associated

with the sensor. Clicking OK will send this sensor to the device. The severity will

be normal, and there will be no status or description. If a sensor with the unique

ID already exists, it will be overwritten.

-

Send a Sensor

=)

Action * Create or Replace ¢ Update  Delete

Unique ID |1 _|:| Marme |.-5.|:n:eler|:|meter: Aggressive Driving

Display Idx m Text length (in bytes): 33
Icon |Dri'u'er Behavior j
Sewverity l—_| I B
Status |

Text length {in bytes): 0

Description |

Text length (in bytes): 0

o]

Cancel




b.

C.

Updating a Sensor In-Place
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To update a sensor’s severity, status, or description, click the “Update” radio
button. You can select the severity of the sensor, whether an audible notification
is played, and whether the update is recorded in the device history. You will also
determine what the sensor’s status and description are — these can be viewed on
the main sensors page and the sensor history page.

Send a Sensor

|

Action © Create or Replace * Update { Delete

Unigque ID m Marme |

Display Idx | 0 =

= Text length (in bytes): 0

Icon |

Severity |High v| W Playsound v Record in history:

2

Text length (in bytes): 27

Status | Agaressive driving detected

Description | Sudden braking on I-40M
Text lenagth (in bytes): 23

oK | Cancel

Deleting a Sensor

To delete a sensor, click the “Delete” radio button. Then, enter the unique ID of
the sensor you wish to delete. Then, click OK. This will delete the sensor and its

history from the device.



68

XXXVI. Popup Alerts

On devices that support FMI 3.1, temporary “Popup Alerts” can be sent to the device.
To create an alert, click the “Alerts” button in the lower-left corner of the application.

Send an Alert M- ﬁ

. . ™ . - . -
Unique ID | 1 _%'
Icon | j

Timeout | 1 _|:| seconds
Severity -| | Playsound

Text |

-

Text length (in bytes): 0

ll [ ok | cance |IJ

Then, you may define the following:

o Unique ID

o lcon (the same icons used for Sensors are used here)

o Timeout value, in seconds — determines how low the popup remains on the
screen. Choosing a value of 0 sets the value to 2 hours.

o Severity — this is the same as with Sensors, where “Normal” is grey, “Medium” is
orange, and “High” is red.

o Text —this is the string displayed in the popup.

Clicking “OK” sends the popup to the device. The driver must either
acknowledge the popup or wait for the popup to be dismissed in order to take any
further actions on the device.
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XXXVII. Periodic Status Updates

On devices that support HOS 2.1, AOBRD can be configured to send status updates
for all logged-in drivers to the server after a predetermined period of time. To enable
or disable this feature, click “Tools”2>“HOS”-> “Periodic Status Updates”. The
following window will appear.

Report Periodic Status Updates lﬁ

Enabled f* ¥ez 1 Mo

Interval | seconds

| Cancel

b

Simply select whether the feature should be enabled or disable. If enabled, enter the
desired interval, in seconds, for updates to be sent. Any value less than 60 seconds
will be automatically set to 60 seconds. The value must also be less than 65535
(OXFFFF).

In order for the feature to function, the device must be in motion and must be in
AOBRD mode.

On pre-HOS 2.1 devices, this feature automatically sent statuses back to the server
every 15 minutes, and was not configurable. This is still the default setting in HOS
2.1.
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XXXVIII. Dashcam Notifications and Settings

On devices that support the CAM 1.0 features, the server can toggle numerous
settings related to dashcam recording settings and data. Furthermore, the server can
lock these settings to prevent any driver modification. Finally, the server can receive
immediate notifications upon dashcam “events” (e.g., Lane Departure Warnings) if
the device in question supports it.

a. Retrieving/Updating Event Notifications

The server can enable and disable three different notifications by clicking Tools
—>Camera - Notifications. The three notifications are as follows:

o Forward Collision Warnings are triggered when the dashcam detects
another vehicle in close proximity. This is only supported on nuviCam.

o Lane Departure Warnings are triggered when the dashcam detects the
driver has crossed over a solid line. This is only supported on nuviCam.

o Incident Detection Notifications are triggered when the dashcam detects a
sudden change in acceleration (i.e., the device is shaken in some way).

r -
Camera Motifications

Receive Foward Collision Warning Motifications: § Enable © Disable
Receive Lane Departure Warning Motifications: § Enable | Disable

Receive Inddent Detection Motifications: { " Enable [ Disable

Retrieve Settings | Cancel

L

When these notifications are triggered, the server will receive details about the time
and location of the event. After a short period of time (~2 minutes), the filename of
the MP4 file of the event will be transmitted to the server. This file can be found on
the device SD card at 0:\DCIM\100EVENT\.

Clicking the “Retrieve Settings” button will populate the radio buttons with the
current device settings. See Section 5.1.26.4-7 of the FMI Protocol Definition for
details on these packets.



b. Updating/Locking Dashcam Settings
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To lock/unlock Camera settings (found under Settings > Camera on the device), the
server can send a lock/unlock request. To do so, click the Lock/Unlock radio buttons,
and then click “Set Lock/Unlock”. Locking the settings prevents the user from

modifying the settings when using the device.

The server can also modify settings related to dashcam recording settings. These
settings can be defined in a similar way. Make sure that the “Send” checkbox is
selected before clicking the “SET” button.

Clicking the “Retrieve Settings” button will populate the radio buttons with the
current device settings.

See Section 5.1.26.1-3 of the FMI Protocol Definition for details on these packets.

Note that attempting to define settings for unsupported features will result in an error.

-

Camera Settings

;

Lock/Unlock Settings

Driver Assistance Settings: (e
Dashcam Settings: fe
RetrievefSend Settings

Foward Collision Warning:

Foward Collision Sensitivity:
Lane Departure Warning:

Record on Startup:
Automatic Incident Detection:
Record Audio:

Data Overlay Date and Time:

Data Overlay Location and Speed:

Video Resolution:

Record After Power Loss:

Lock  © Unlock
Lock  © Unlock

Set Lock/Unlock
(Set both to send)

Refrieve Settings [T select All

" Enable
Law
Enable

~
{* Enable

%

Enable
Enable

D

Enable

%

Enable

s
i+

-
-
-
-
-

Disable [v Send

- Iv¥ send
Disable [+ Send

Disable [ Send
Disable [ Send
Disable [ Send
Disable [ Send
Disable [ Send

{* Medium  High [ Send

15 Sec - v Send

=1

Cloze |

-




